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Abstract

The present invention relatesb lockchain based framework for analyzing the

securify and privacy of IOT for future enhancement of source location.The

Internet of Things (IoT) is new cutting-edge technology which is used

everywhere to improve wellbeing of humankind. In blockchain technology,

consensus is a core process. The addition of new nodes to the blockchain

network is accomplished through the consensus process. The correctness and

validity of all source location must be confirmed using the consensus algorithm.
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